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1
Decision/action requested

Approve the pCR below
2
References

3

Rationale

Propose content for clause 4.

It is difficult to determine the security architecture at the current stage, so it is proposed to change the title and sub-titles of the clauses.
4
Detailed proposal
*** BEGIN CHANGES ***
4
Architecture and Security Assumptions

Editor’s Note: This clause contains security architecture and assumptions to be considered for the study (e.g., per work task/KI).


The following architecture and security assumptions are applied to this study:

-
The architectural assumptions and requirements defined in TR 23.700-13 [4] are used as the architecture assumptions in this study.
-
Based on the nature of the AIoT Devices (e.g. ultra-low complexity power, cost and resource-constrained), an AIoT Device may only supports some of the security capabilities defined for AIoT Devices.
*** END OF CHANGES ***

